2.0 My Plan Administration Account System Privacy | mpact Assessment

2.1 System Overview

The Pension Benefit Guaranty Corporation (PBGC) protects the retirement benefits of millions
of workers and retirees of covered pension plans without the use of funds from general tax
revenues. PBGC finances its operations from insurance premiums paid by insured pension
plans, from investment income and from recoveries in bankruptcy. Plan sponsors and
administrators of covered pension plans are required to file and pay premiums to PBGC under
ERISA § 4006 and 4007, 29 U.S.C. 8 1306 and 1307. All single-employer pension plans pay a
flat-rate annual premium per participant. Underfunded single-employer plans pay an additional
annual variable-rate premium based on the plan’s unfunded vested benefits and/or participant
count. Plans in the multiemployer program pay a smaller flat rate premium per participant. Each
individual plan calculates and pays its own premium. All plans must electronically file
premiums.

Premiums filings are electronically filed via PBGC’s secure Web-based application, My Plan
Administration Account (My PAA). My PAA is the front-end application to the Premium
Accounting System and transfers the data to the Premium Accounting System for processing.
My PAA enables the practitioner to electronically submit all PBGC premium filings for plan
years commencing in 2004 and later, which were previously represented by the paper forms:
Form 1-ES, Form 1-EZ, Form 1, and Form 1’s Schedule A. My PAA offers alternative methods
for electronic filing, which saves time and reduces the risk of errors. One method provides data
entry and editing screens in My PAA to electronically create a filing, route it to others for review
and e-signature, notify each other of the next required action, and track the filing’s progress
through submission to PBGC. There are two additional methods called “import” and “upload”
that enable the preparer to create filings with compatible private-sector software and then use My
PAA to complete the e-filing submission. With all e-filing methods, filings reach the PBGC in
seconds rather than in days, electronic receipts confirming receipt by the PBGC are provided
upon submission, and payments can be sent via My PAA (ACH, electronic check, or credit card)
or outside of My PAA by paper check or wire transfer. It is planned that the credit card payment
method will no longer be offered as a payment option starting in late January or early February
2011.

Practitioners, who include plan sponsors, plan administrators, and other pension professionals
such as actuaries and consultants, will establish teams to collaborate online to prepare, review,
authorize, and submit premium filings for the plan when using the My PAA screens and import
filing methods. To use My PAA, each person first registers for a My PAA account (e.g., set up a
User ID and Password) and then the Filing Coordinator sets up the plan’s filing team. The Filing
Coordinator is the person who typically ensures that the plan’s premium filings are submitted
timely and agrees (with the plan/sponsor) to perform My PAA administrative tasks for the plan
(e.g., setting up the plan’s filing team if additional people are involved). Each person only
registers once.



2.2 What information will be collected for this system?

Covered defined benefit pension plans are liable to pay PBGC premiums. The information to be
collected from these plans is twofold: demographic and premium-related. Demographic
information includes identifying data for pension plans such as: Employer Identification
Number/Plan Number (EIN/PN), Plan Name, Sponsor (Employer or Employee Organization)
Name and Address, Plan Administrator Name and Address, and Plan Contact. Premium-related
information includes data related to single or multiemployer plans, the participant count, and
premium amounts (flat-rate or variable).

For those practitioners registering for a My PAA account, the following information will be
collected:
e Practitioner/User Name and E-Mail Address.
e The User ID and Password used to log in to My PAA.
e A Security Key (a secret question and answer) combination that only the
practitioner will use to complete certain transactions in My PAA, such as signing
a filing.
e Permissions, or abilities, the practitioners have for each of the plans (set by the
plan’s Filing Coordinator).

When the Filing Coordinator “adds a plan” to his/her account, the following information will be
collected:
e Plan Name, EIN/PN and Contact information.
e Plan Administrator information.
e Information from the plan’s last premium filing if applicable (the participant
count reported and the final premium due after credits were applied).

PBGC’s authority to collect information from the practitioner/filer is derived from 29 U.S.C. 88
1302, 1306, 1307.

2.3 Why is the information being collected?

PBGC needs the information collected in the practitioner’s premium filing to

e identify the plan and plan year for which the filing is made,

e identify the type of premium being reported (estimated or final), and

e determine the amount of the premium due to the PBGC under Title IV of the Employee
Retirement Income Security Act of 1974 (ERISA) and the PBGC’s premium filing
regulations (29 CFR Parts 4006 and 4007).

The My PAA account information is collected and used to authenticate user access, grant
specific permissions or abilities within the online application, and to monitor access controls.
Where applicable, signatures and payment authorizations are acquired electronically from
appropriate e-filing team members.



2.4 What is the intended use of the information?

PBGC uses information to accurately record defined benefit plan premium receipts, generates
late notices and premium billings, and calculates applicable penalties and interest for late
payments.

PBGC also uses the information to communicate with the pension plans and their administrators,
sponsors, actuaries, and contacts to issue past due filing notices, statements of account, and
correspondence.

2.5 With whom will the information be shared?

My PAA is a web-based application that allows plan administrators to electronically create, edit,
and submit plan premium filings and payments for single-employer or multiemployer plan types.
My PAA shares information with the PBGC Premium Accounting System, JPMorgan Chase, and
First Data.

2.6 What opportunities do individuals have to decline to provide information
or to consent to particular uses of information, and how can individuals grant
consent?

Online use of My PAA is only required if a person will be involved with the premium e-filing
process. The Privacy Policy is appropriately posted for My PAA users, and it applies to the
handling of any information collected by the My PAA application.

2.7 How will the information be secured?

The security of the information Practitioners enter in My PAA is protected during transmission
using Secure Sockets Layer (SSL) encrypting software. To prevent unauthorized access,
maintain data accuracy, and ensure the appropriate use of information, PBGC has put in place
physical, electronic, and managerial controls to protect the information collected online.

2.8 Is this system or collection part of a privacy act system of records?
Yes
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